Execution:

if Image Steganography e x

Hide Text

When we click on the Project Info button



Project Information

This project was developed by Anonymous as part of a Cyber Security Internship. This project is designed to
Secure the Organizations in Real World from Cyber Frauds performed by Hackers.
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Project Name Image Steganography using LSB

Project Description Hiding Message with Encryption in Image using LSB Algorithm
Project Start Date 22-SEP-2024

Project End Date 02-NOV-2024

Project Status Completed

Developer Details

Name ANONYMOUS
Employee ID ST#IS#6420
Email pujitharamella@gmail.com

Company Details

Company Name Supraja Technologies
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This is the file generated and saved in our folder
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That hidden message will displayed on the screen.



